附件1

深度行活动典型案例申报书

（工业互联网安全分类分级管理实践）

案 例 名 称：

申 报 单 位： （加盖单位公章）

推 荐 单 位： （加盖单位公章）

申 报 日 期： 年 月 日

工业和信息化部编制

一、申报单位基本情况

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| 单位名称 | （请填写全称） | | | | |
| 组织机构代码/  三证合一码 |  | | 成立时间 | |  |
| 单位地址 |  | | 注册资本  （万元） | |  |
| 单位性质 | □国有企业 □民营企业 □合资企业  □国有控股企业 □国有参股企业  □其他（请注明）：\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | | | | |
| 联系人 |  | 联系电话 | |  | |
| 传真 |  | 电子邮箱 | |  | |
| 企业类别 | □联网工业企业  □工业互联网平台企业  □工业互联网标识解析企业 | | | | |
| 自主定级等级 | □三级 □二级 □一级 | | | | |
| 申报单位简介 | 企业基本情况（包括经营情况、主营业务、研发创新情况、技术成果转化能力等）、应用工业互联网的程度（联网工业企业填写）、工业互联网服务能力（平台企业、标识解析企业填写）以及企业数字化转型、网络化改造、智能化应用等方面的具体情况。 | | | | |

二、分类分级管理实施情况

**（一）企业定级情况**

（包括网络安全自主定级、定级核查情况。**需附定级报告。**）

**（二）企业分级评测情况**

（企业开展网络安全分级评测的情况，包括但不限于评测机构选取、评测开展频次以及在评测过程中发现的网络安全漏洞、威胁信息、存在的网络安全风险隐患等问题与不足。**需附评测报告。**）

**（三）网络安全防护落实情况**

（对照《工业互联网企业网络安全分类分级管理指南（试行）》以及工业互联网安全分类分级相关标准规范，企业在网络安全管理（网络安全管理制度、组织架构、责任机制等）和技术防护（采取的防护措施、安全监测等已有或在建的技术手段、安全评估评测、应急演练等）等方面开展的工作。**需附相关证明材料。**）

**（四）网络安全整改情况**

（结合评测过程中发现的问题及不足，企业在提升安全能力方面的整改措施及计划。）

三、分类分级管理典型做法

（阐述企业在分类分级管理实施过程中的亮点举措、总结漏洞隐患发现消除、网络安全防护能力提升等工作成效，以及在行业的应用推广价值等。**需补充必要的数据、案例进行说明。**）

四、真实性承诺

我单位申报的所有材料，均真实、完整，如有不实，愿承担相应责任。

法定代表人签章：

申报单位公章：

年 月 日